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Project Plan 1 (Recs 20.1, 20.2, and 20.3)

From Tanya Koshy I
Date Mon 9/30/2024 11:49 PM

To  Scott, William (POL) NN \ G uire, Catherine (POL) I

Cc

This message is from outside the City email system. Do not open links or attachments from
untrusted sources.

Dear Chief Scott,

Our office has completed its review of the materials submitted by SFPD to support implementation of Project Plan
1, which comprises of Recommendations 20.1, 20.2, and 20.3.

For the following reasons, the Department of Justice finds that SFPD is in substantial compliance with Project Plan
1.

All three of the recommendations within Project Plan 1 concern and seek to address inadequate data collection
on arrest and use of force incidents to support data analyses. As part of implementation, SFPD requires officers to
complete an electronic incident report when they make an arrest involving a use of force and submit that to a
supervisor. That form, along with the supervisor’s use of force evaluation form, are stored in one common
location, the Crime Data Warehouse. In doing so, SFPD has addressed the concerns associated with using booking
records from the Sheriff’s Department, which did not always reflect when an arrest involved a use of force.
Moreover, having all information related to use of force incidents stored electronically within one location ensures
more efficient review of those incidents.

SFPD has several mechanisms for review to ensure accuracy, consistency, and completeness of use of force data,
including layers of supervisory review and a quarterly review by the Business Analysis Team. SFPD also provided
evidence of the Department taking remedial action when discrepancies in the use of force data, which reflects
that SFPD’s processes for data integrity are working.

If you have any questions, please do not hesitate to reach out.

Thank you,

Tanya Koshy

CONFIDENTIALITY NOTICE: This communication with its contents may contain confidential and/or
legally privileged information. It is solely for the use of the intended recipient(s). Unauthorized



interception, review, use or disclosure is prohibited and may violate applicable laws including the
Electronic Communications Privacy Act. If you are not the intended recipient, please contact the sender
and destroy all copies of the communication.






review and approval. These key changes demonstrate successful migration to a platform in which arrests
involving the use of force are associated in a single document and stored in a common location. In creating
the electronic reporting platform, the SFPD does not have to review booking records of the San Franciso
County Sheriff’'s Office in order to ensure arrests records and use of force records are appropriately linked.

The SFPD has completed substantial work with regard to the reporting and evaluation of the use of force.
The EIS Unit conducts a monthly audit of use of force data and provides quarterly reports to the Police
Commission. In addition, the Field Tactics Force Options (FTFO) unit reviews use of force incidents to
inform policy and training development. The recommendations require the department to audit arrests that
involve the use of force. The plan describes in detail the protocols established to review and report on the
use of force in a way that suggests the same protocols will guide the review and reporting on arrests
involving the use of force. The department should clarify whether the EIS Unit or another unit will be tasked
with the responsibility for the review and reporting on arrests involving the use of force.

To ensure these processes are institutionalized, the department should update the training provided to
supervisors with regard to arrests that involve the use of force to ensure appropriate supervisory review of
these data. The department revised Unit Order 24-03 Use of Force Data Check (August 2024) that
describes the methodology for quarterly validation between use of force and arrest data.

Recommendation

Jensen Hughes has determined the work on these recommendations to be substantially compliant. The
SFPD has developed a reliable electronic recording platform that links associated arrest and use force
records to the officer’s incident report. The records are stored in the department's database management
system, Crime Data Warehouse, where they are accessible to department members who will be responsible
for the review or audit of the records to inform decisions regarding policy, supervision, and training. The
protocols include supervisory review and auditing of use of force and arrest data that supports strong
analysis and reporting of the data in a manner consistent with the collaborative reform recommendations
and contemporary practices.
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Collaborative Reform Completion Memorandum

Project Plan #1: Recommendations #20.1, 20.2, 20.3
Response Date: 2/28/24- Rev. 8/8/24

Executive Summary:

The intent of this response is to address three CRI recommendations under finding 20 of the
collaborative reform initiative. Traditionally, each recommendation in the CRI process was
documented in a separate response. However, due to the highly interrelated subject matter of
recommendations # 20.1, 20.2, and 20.3, the SFPD sought approval from our oversight
partners to address these recommendations together in one response. The California
Department of Justice (DOJ) and Jensen Hughes both approved this request, leading to the
below “grouped” response.

The finding of SFPD not capturing sufficient data on arrest and use of force incidents to
support scientific analysis was based on SFPD’s use of paper use of force logs and the SF
Sheriff Department (SFSD) booking card, which was used as a notification system to the
SFSD regarding the use of force on subjects involving the Extended Range Impact Weapon
(ERIW), Carotid Restraint (prohibited use) and/or OC Spray. Since the time of this finding in
2015, SFPD has gone through 3 generations of major improvements in Use of Force reporting
in 2017, 2018, 2020, (e.g. paper based UoF log in 2015 => digital (PDF) Supervisory Use of
Force Evaluation Form (SUoFE) in 2017 => expanded SUoFE data collection in 2018 =>
SUOFE integrated into SFPD’s Reporting Writing System (CDW) in 2020. See the attached
appendix for the chronological evolution of SFPD’s use of force reporting from 2015 to present
(Attachment #1).

SFPD'’s current protocol of data collection has significantly advanced, making it electronic and
data centric when compared with its 2015 data collection standards. This, in turn, allows SFPD
to easily store, retrieve, combine, and dissect databases for analytical and data assurance
purposes.

The Finding and recommendations addressed in this response are:

Finding 20: The SFPD does not capture sufficient data on arrest and use of force incidents to
support strong scientific analysis.

Recommendation 20.1: The SFPD needs to develop reliable electronic in-custody arrest
data. It needs to ensure that these arrest data accurately reflect the incident number from the
event, and the number should be cross-referenced on both the booking card and the use of
force reporting form.
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Collaborative Reform Completion Memorandum

Compliance Measure #1: Establish a data protocol for arrest data collection involving use of force.
Compliance Measure #2: Develop training on the capture and recording of arrest data involving use of
force.

Compliance Measure #3: Assign responsibility for review of sufficiency of use of force data on the incident
report and use of force form.

Compliance Measure #4: Establish on going data quality review practice on a quarterly basis.
Compliance Measure #5: Evidence of supportive or remedial action if deficiencies are found.

Recommendation 20.2: The SFPD needs to audit arrest data and use of force data monthly
to ensure proper recording of use of force incidents related to arrest incidents. An audit of
these data should occur immediately upon publication of this report and monthly thereafter.

Compliance Measure #1: Audit concluded in 2016.

Compliance Measure #2: Establish policy requiring quarterly review of arrest and use of force data.
Compliance Measure #3: Ensure data quality at quarterly intervals.

Compliance Measure #4: Evidence of supportive and remedial action if deficiencies are found.

Recommendation 20.3: The SFPD needs to advocate for better coordination with the San
Francisco Sheriff's Department to ensure that the recording of SFPD arrest data is accurate
and corresponds with SFPD incident report and arrest data.

Compliance Measure #1: Establish a point of contact to coordinate with the Sheriff's Department.
Compliance Measure #2: Establish a policy requiring quarterly review of arrest and use of force data for
SFPD.

Compliance Measure #3: Review the data quality at quarterly intervals.

Compliance Measure #4: Evidence of supportive and remedial action if deficiencies are found.

End of Executive Summary
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Collaborative Reform Completion Memorandum

Individual Recommendation Response

Recommendation 20.1: The SFPD needs to develop reliable electronic in-custody arrest
data. It needs to ensure that these arrest data accurately reflect the incident number from the
event, and the number should be cross-referenced on both the booking card and the use of
force reporting form.

Compliance Measure Lanquage Modification

In our response to Rec #20.1, which requires arrest data to accurately reflect against the
incident number from the event, booking card and Use of Force Reporting form, SFPD stated
that the booking card is outdated and incomplete for the purpose of arrest data collection. The
booking card should not be used for comparison against the incident number/Crime Data
Warehouse (CDW) report and Use of Force Evaluation Form because it only captures a subset
of the arrest data. The booking card does not capture arrests involving juveniles,
misdemeanors and/or infractions.

The below response will reflect SFPD’s current protocol as opposed to the 2015 protocol that
involves the use of the booking card as a notification system to the SF Sheriff's Department
(SFSD) regarding the use of force on subjects involving the Extended Range Impact Weapon
(ERIW), Carotid Restraint (prohibited use) and/or OC Spray (Attachment # 2).

Compliance Measure #1: Establish a data protocol for arrest data collection involving use of
force.

Response: The previous method of paper booking cards and paper UoF logs were prone to
error, omissions, and made it difficult to collect, store, retrieve, and analyze arrest and UoF
data. Moreover, the use of SFSD’s booking card was meant to notify SFSD regarding specific
use of force on individuals for wellness monitoring, and not as a way to collect use of force
data.

With the implementation of electronic UoF and arrest data collection in the same report writing
system (CDW), this data collection is now consolidated, creating one “source of truth” for arrest
and UoF data.

This integrated system enables SFPD analytical and quality assurance units such as Early
Intervention System (EIS) and the Business Analysis Team (BAT) to efficiently retrieve data
from one digital source.

The following summarizes SFPD’s UoF and Arrest data collection protocol:
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Collaborative Reform Completion Memorandum

completeness and accuracy of the report. (See DN 18-154, 20-134, and DN 23-102
[Attachment #3])
8. At the conclusion of this process, two documents are generated.
a. SFPD Incident Report
b. Supervisory Use of Force Evaluation

9. In the event that the incident included the drawing and exhibiting of a firearm, a third
form is also generated, titled the “Supervisory Firearm Drawn / Exhibited Evaluation.”

10.The SUoFe is programmed to automatically pull the following data from the arrest
report:

Incident Number

Date

Time

Type of Incident
Location of Occurrence
District of Occurrence
CAD Number

Nogkrwd =~

Subject

Subject Name
Date of Birth
Gender
Height

Weight

Race
Language

Nookhowbd=

11.These documents are all electronically stored in CDW, allowing for retrieval and review
by SFPD analytical and data quality assurance units.

12.Data collection from the Incident Report and SUoFE Form are pulled into the Business
Intelligence Software daily for reporting and analysis. This data pull occurs daily at
7:37AM, pulling the previous day’s use of force and arrest data. (Please refer to email
correspondence from Director ||| llof Business Intelligence and Geospatial
Technology (Attachment # 4).

Note: The process above describes the way arrest and UOF data is collected, documented,
and stored. All arrest and Use of Force data is retrievable in CDW with only the incident
number.

Compliance Measure #2: Develop training on the capture and recording of arrest data

involving use of force.
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Collaborative Reform Completion Memorandum

“SFPD Form 575C (12/22), “Supervisory Firearm Drawn/Exhibiting Evaluation” (Attachment #11).
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Collaborative Reform Completion Memorandum

This update coincided with the implementation of the revised DGO 5.01, “Use of Force Policy
and Proper Control of a Person,” (Attachment # 12) in November 2022. For convenience,
please refer to SFPD Form 575C (04/22), “Supervisory Firearm Drawn/Exhibiting Evaluation.”

“Use of Force Policy and Proper Control of a Person” (Attachment #12).

Notably, the revised 5.01 has been expanded in the following ways. As highlighted in DN 22-
111, Department 5.01, “Use of Force and Proper Control of a Person,” (Attachment # 13) the
revision includes four significant updates, as summarized below.

“e Revised Threshold for Reportable Force - The threshold for reportable force
has been changed so that some common types of low-level physical interactions
with a person are not reportable force.

* Revisions to Drawing and Exhibiting vs. Pointing a Firearm - The definitions
have been revised to provide clearer guidance on whether the presentation of a
firearm is considered a circumstance of Drawing and Exhibiting or Pointing a
Firearm. Under the revised definitions, the Low Ready position is reclassified as
Drawing and Exhibiting, rather than a circumstance of Pointing a Firearm.

* Revisions to Safeguarding Dignity - This section has revised guidance for when
and how officers may direct a subject involuntarily to the ground, and how to follow-
up and document the circumstance.

* Supervisory Evaluations and Review of Video -The procedures for the
Supervisory Evaluation of circumstances of Use of Force and Drawing”
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Collaborative Reform Completion Memorandum

In addition to the above initial steps, there are two additional circumstances which can be
triggered during an initial SUoFE.

1. If the initial SUoFE determines that the Use of force is out of policy or requires further
investigation, the reviewing Sergeant would check the appropriate box on the form
(either “N” or “Determination Pending Investigation” as seen below), and the
investigation would be forwarded to the Internal Affairs Division for a complete
administrative review.

2. If the UOF involves serious bodily injury, the incident is independently investigated by
the San Francisco District Attorney’s Office and SFPD Investigative Services Detail
(See SFPD/SFDA MOU).

Note: For a historical account of SFPD’s documentation around the continuous
improvement of Supervisory Use of Force Evaluation, please refer to (Attachment #

1).

Early Intervention Systems

In addition to the two above listed primary reviews (Incident and SUoFE),
there is an additional SUoFE audit conducted by the EIS unit on a
quarterly basis for completeness and accuracy. This audit consists of 10
random SUoFE reports per quarter. In this audit, the auditor thoroughly
reviews the incident report and the SUoFE for completeness and
accuracy. In the event that discrepancies are identified, the EIS OIC sends
a formal internal memorandum to the commanding officer of the
evaluating Sergeant and approval Lieutenant for training and remediation.
(See EIS Unit Order and Internal Memo Attachment #15).

Compliance Measure #4: Establish on going data quality review practice on a quarterly basis.

Response: The SFPD Business Analytics Team (BAT) is responsible for reviewing and
analyzing aggregate arrest and UoF data on a routine basis. BAT then provides data analysis
for public reporting, and fulfills public data requests, such as reports for the Office of the Mayor
or Police Commission.
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Collaborative Reform Completion Memorandum

Please see the below description of the quarterly data comparison between Use of Force and
Arrest data:

Use of Force Data Validation:

The Business Analysis Team (BAT) conducts Use of Force analysis as part of Quarterly
Activity and Data Report (QADR) on a quarterly basis. BAT analysts extract the Use of Force
data each quarter by conducting a search in Crime Data Warehouse via Oracle Data
Visualization SFPD UOF EVAL Analytics. The query contains raw data as well as built in pivot
tables with various statistics. The raw data gets analyzed by BAT team analyst for the
purposes of producing QADR Report.

The analyst ensures the accuracy and completeness of the data by checking for any
discrepancies or outliers for total count of UOF incidents, total count of uses of force, total
count of individuals on whom force was used, total count of members who applied force, or any
missing information. If there are any inconsistencies identified during this process, the BAT
team analyst conducts a further audit of the data by pulling the incident report and Use of
Force Form(s). If the discrepancies are causing inconsistencies in the data, the matter gets
addressed to the Business Intelligence (Bl) and/or Early Intervention System (EIS) teams for
remediation.

Check for Consistency with Arrest Data

After completing the validation of the Use of Force dataset, the analyst uses it to validate
arrest data. BAT team analysts conduct a comparative analysis of individuals arrested with
those on whom force was applied. By matching the data from “SFPD UOF EVAL Analytics,”
the Use of Force dataset, with “SFPD Persons data mart,” the Arrests/Incidents dataset”, the
analyst is able to validate these data.

More specifically, the analyst conducts a search in Crime Data Warehouse via Business
Intelligence Tools incident data for Use of Force incident numbers where the Person Type
Description is “Booked, Cited, Detained, or Suspect”. To ensure exact match of the data for
subsequent comparison, a unique identifier for each of these individuals, in each data set, is
generated (e.g. 123456789JohnDoe). Upon performing the exact match between the two
datasets, BAT analysts create a summary table with the results of the data comparison. If any
of the data did not match, BAT analyst will further examine each record to identify the status.
Based on prior analysis, the unmatched data relates to two circumstances: 1) a subject(s)
listed in the incident as arrested on whom force was not applied or 2) in cases where the
person on whom force was applied ran away and was not arrested.

The aforementioned data quality comparison between Use of Force and Arrest Data is codified
under BAT Unit Order 24-03, as illustrated below. (
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Collaborative Reform Completion Memorandum

Compliance Measure #5: Evidence of supportive or remedial action if deficiencies are found.
Response:

Business Analysis Team (BAT) analyst conducts a comparative analysis between SFPD UOF
EVAL Analytics and SFPD Persons data marts, and performs an exact match, a strategy that
matches only records that are identical between different data sources, to identify potential
discrepancies or data outliers in regards to individuals on whom force was applied. If any
discrepancies are identified, the analyst conducts research to determine the issue, and records
the findings for reporting purposes. In the November 2023 data comparison sample, BAT
AnalystHidentified five outliers and concluded that subjects on whom force was
applied were listed as “suspect,” instead of being listed as an individual who was booked, cited
or detained. (Attachment # 17 A).

In another situation, BAT Analyst|| |l icentified outliers listed as “-999” in the data
comparison. BAT Analyst reached out to the Business Intelligence team to inquire about the
matter to determine any potential data issue. See email correspondence (Attachment # 17 B).

End of Recommendation 20.1

Recommendation 20.2: The SFPD needs to audit arrest data and use of force data monthly
to ensure proper recording of use of force incidents related to arrest incidents. An audit of
these data should occur immediately upon publication of this report and monthly thereafter.

Compliance Measure #1: Audit concluded in 2016.

Compliance Measure #2: Establish policy requiring quarterly review of arrest and use of force
data.

Compliance Measure #3: Ensure data quality at quarterly intervals.

Compliance Measure #4: Evidence of supportive and remedial action if deficiencies are
found.

Compliance Measure #1: Audit concluded in 2016.

Response: SFPD was unable to complete a detailed audit in the year 2016. SFPD worked
with our oversight partners to establish the audits performed by the Business Analysis Unit.

Compliance Measure #2: Establish policy requiring quarterly review of arrest and use of force
data.

Page 13 of 16 PSPPB Form 2001 v2




Collaborative Reform Completion Memorandum

Response: The business Analytics Team conducts a quarterly data comparison between use
of force and arrest data. This quarterly data comparison is codified in BAT Unit Order 24-001,
(as described below) (Attachment #16). For additional information regarding the summary of
this policy, please refer to the response for Rec 20.1 CM #4.

Compliance Measure #3: Ensure data quality at quarterly intervals.

Response: Per BAT Team Unit Order 24-001 and the attached “Standard Operating
Procedure” document which describes the data set reconciliation and comparison, data is
reviewed on a quarterly basis. Individual anomalies in the data are examined by BAT Team
analysts to reconcile any errors or omissions located.

See unit order and “Standard Operating Procedure” document for description of data collection
and examination.

For an example of recent data quality checks, please see the Q2 (Attachment #18 A and B)
and Q3 (Attachment #18 C and D) 2023 Use of Force analysis.

Compliance Measure #4: Evidence of supportive and remedial action if deficiencies are
found.

Response: Business Analysis Team (BAT) analysts conduct a comparative analysis between
SFPD UOF EVAL Analytics and SFPD Persons data marts, and performs an exact match, a
strategy that matches only records that are identical between different data sources, to identify
potential discrepancies or data outliers in regards to individuals on whom force was applied. If
any discrepancies are identified, the analyst conducts research to determine the issue, and
records the findings for reporting purposes. In the November 2023 data comparison sample,
BAT Analyst“identified five outliers and concluded that subjects on whom force
was applied were listed as “suspect,” instead of being listed as an individual who was booked,
cited or detained. (Attachment # 17 A).

In another situation, BAT Analyst_ identified outliers listed as “-999” in the data
comparison. BAT Analysts reached out to the Business Intelligence team to inquire about the
matter to determine any potential data issue. See email correspondence (Attachment # 17 B).

End of Recommendation 20.2
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Recommendation 20.3: The SFPD needs to advocate for better coordination with the San
Francisco Sheriff's Department to ensure that the recording of SFPD arrest data is accurate
and corresponds with SFPD incident report and arrest data.

Compliance Measure #1: Establish a point of contact to coordinate with the Sheriff's Department.
Compliance Measure #2: Establish a policy requiring quarterly review of arrest and use of force data for
SFPD.

Compliance Measure #3: Review the data quality at quarterly intervals.

Compliance Measure #4: Evidence of supportive and remedial action if deficiencies are found.

Compliance Measure #1: Establish a point of contact to coordinate with the Sheriff’s
Department.

Response: At the time the CRI report was released in 2016, the SFSD was the official entity
responsible for reporting arrest charges to the California DOJ. In 2023, the SFPD has taken
over this reporting responsibility through the Business Analytics Team. SFPD no longer relies
on SFSD to report arrest data, and a dedicated point of contact for the purposes of reporting is
no longer applicable. Despite this change in reporting, SFPD maintains frequent contact with
SFSD through established channels.

Please see a recent email correspondence a from SFPD Data & Policy Analyst submitting the
January 2024 Monthly Arrest and Citation Register (MACR) report to the CAL DOJ
(Attachment #19)

Compliance Measure #2: Establish a policy requiring quarterly review of arrest and use of
force data quality for SFPD.

Response: The business Analytics Team conducts a quarterly data comparison between use
of force and arrest data. This quarterly data comparison is codified in BAT Unit Order 24-001,
(as described below) (Attachment #16). For additional information regarding the summary of
this policy, please refer to the response for Rec 20.1 CM #4.

Compliance Measure #3: Review the data quality at quarterly intervals.

Response: Per BAT Team Unit Order 24-001 and the attached “Standard Operating
Procedure” document which describes the data set reconciliation and comparison, data is
reviewed on a quarterly basis. Individual anomalies in the data are examined by BAT Team
analysts to reconcile any errors or omissions located.

See unit order and “Standard Operating Procedure” document for description of data collection
and examination.
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For an example of recent data quality checks, please see the Q2 (Attachment #18 A and B)
and Q3 (Attachment #18 C and D) 2023 Use of Force analysis.

Compliance Measure #4: Evidence of supportive and remedial action if deficiencies are
found.

Response:

Business Analysis Team (BAT) analyst conducts a comparative analysis between SFPD UOF
EVAL Analytics and SFPD Persons data marts, and performs an exact match, a strategy that
matches only records that are identical between different data sources, to identify potential
discrepancies or data outliers in regards to individuals on whom force was applied. If any
discrepancies are identified, the analyst conducts research to determine the issue, and records
the findings for reporting purposes. In the November 2023 data comparison sample, BAT
Analyst identified five outliers and concluded that subjects on whom force was
applied were listed as “suspect,” instead of being listed as an individual who was booked, cited
or detained. (Attachment # 17 A).

In another situation, BAT Analyst ||jjjjijidentified outliers listed as *-999” in the data
comparison. BAT Analyst reached out to the Business Intelligence team to inquire about the
matter to determine any potential data issue. See email correspondence (Attachment #17 B)

End of Recommendation 20.3
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